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considered as a guideline only. Sen-
sitive items which are also equipment 
will be controlled as both sensitive 
items and equipment. 

§ 109–1.5108–3 Stores inventories. 

Perpetual inventory records are to be 
maintained for stores inventory items. 

§ 109–1.5108–4 Precious metals. 

Perpetual inventory records are to be 
maintained for precious metals. 

§ 109–1.5108–5 Administratively con-
trolled items. 

No formal property management 
records are required to be maintained 
for this category of personal property, 
which includes such items as those 
controlled for calibration or mainte-
nance purposes, contaminated prop-
erty, tool crib items, and equipment 
pool items. Various control records can 
be employed to help safeguard this 
property against waste and abuse, in-
cluding purchase vs. use information, 
tool crib check-outs, loss and theft re-
ports, calibration records, disposal 
records, and other similar records. Con-
trol techniques would include physical 
security, custodial responsibility, iden-
tification/marking, or other locally es-
tablished control techniques. 

§ 109–1.5109 Control of sensitive items. 

(a) A list of types of personal prop-
erty considered to be sensitive shall be 
developed and maintained by each DOE 
activity/site, taking into consideration 
value, costs of administration, need for 
control, and other factors that man-
agement determines should apply. 

(b) Items of equipment which are also 
designated as sensitive items will be 
controlled as sensitive items and as 
equipment. 

(c) Written procedures shall be estab-
lished for control of sensitive items 
and shall address: 

(1) Approval of purchase requisitions 
or issue documents at an appropriate 
supervisory level; 

(2) Establishment of controls in the 
central receiving and warehousing de-
partment, such as extraordinary phys-
ical protection, handling, and mainte-
nance of a current listing of sensitive 
items; 

(3) Establishment and maintenance 
of appropriate records; 

(4) Requirement for tagging and iden-
tification; 

(5) Use of memorandum receipts or 
custody documents at time of assign-
ment or change in custody; 

(6) Establishment of custodial re-
sponsibilities describing: 

(i) Need for extraordinary physical 
protection; 

(ii) Requirement for efficient phys-
ical and administrative control of sen-
sitive items assigned for general use 
within an organizational unit as appro-
priate to the type of property and the 
circumstances; 

(iii) Requirement for prompt report-
ing and investigation of loss, damage 
or destruction; and 

(iv) Requirement for promptly re-
porting changes in custody. 

(7) Requirement for periodic physical 
inventories (see § 109–1.5110 of this 
part). 

(8) Requirement for an employee 
transfer or termination check-out pro-
cedure and examination and adjust-
ment of records; 

(9) Reminder of prohibition of use for 
other than official purposes and pen-
alties for misuse; 

(10) A clear statement of the extent 
of responsibility for financial account-
ability depending upon contractor pol-
icy; and 

(11) Other procedures which have 
demonstrated efficient physical and ad-
ministrative control over sensitive 
items. 

§ 109–1.5110 Physical inventories of 
personal property. 

(a) Physical inventories of those cat-
egories of personal property as speci-
fied in paragraph (f) of this section 
shall be conducted at all DOE and des-
ignated contractor locations. 

(b) Physical inventories shall be per-
formed by the use of personnel other 
than custodians of the property. Where 
staffing restraints or other consider-
ations apply, the inventory may be per-
formed by the custodian with 
verification by a second party. 
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